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The internet of things refers to devices that are connected to the Internet and communicate with each
other providing many benefits to users, but they could also violate their privacy. The main objective of
this study is to analyse the factors that influence employees’ intention to use wearable devices at the
workplace. In this study, a review of the literature regarding acceptance of technologies and influencing
factors such as risk and trust is used to develop a conceptual model. The proposed conceptual model was
tested using a survey conducted among employees of an IT consulting firm, with a total of 76 participants.
Partial least square path and Adaptive Neuro-Fuzzy Inference modelling were used to validate and pre-
dict these factors influence on users’ intention to use these devices. The findings indicate that the per-
ceived usefulness of a wearable IoT device provides the strongest motivation for individuals to use it
at the workplace. Further results show that applying the ANFIS approach helps improve the predictability
of user intention to use IoT devices.
� 2018 The Authors. Production and hosting by Elsevier B.V. on behalf of King Saud University. This is an
open access article under the CC BY-NC-ND license (http://creativecommons.org/licenses/by-nc-nd/4.0/).
1. Introduction

Internet of Things (IoT) brings many different kinds of devices
into the market which collect, process and distribute data such
as security cameras with face recognition technology, sport
watches with GPS and smart homes. According to Gartner
(2016a), the use of Internet of Things (IoT) devices has dramatically
increased in the last few years and the number of sold wearable
devices is growing fast since 2015. Further, Gartner predicts that
by 2020 about 21 billion devices will be connected, compared to
6.4 billion in 2016 (Gartner, 2016b).

Wearable devices can bring many benefits to the users, but they
could also harm users’ privacy without their notice. These wear-
able devices are used for entertainment and to enhance the quality
of life. Morris (2015) defines wearable devices as electronics or
computers that can be worn on the body when inserted into items
of clothing and accessories. Examples of wearable devices are
smart clothes, smart motorbikes helmets, smart bands and eye
glasses (Morris, 2015). Wearable devices were mainly used in the
military field, but are also becoming more common in various
fields such as gaming, and especially in healthcare (Tehrani and
Michael, 2014). In the field of healthcare, wearable devices include
features such as health monitoring, exercise patterns, sleep pat-
terns and heart pattern recording (Morris, 2015). Regarding moni-
toring of sleeping patterns and physical activity, smart bands are
the most used wearable devices (miCoach, 2015).

Wearable devices collect significant amount of information and
raise a number of privacy concerns. It is not clear where the infor-
mation goes, what is being done with it and who collects the infor-
mation (Flaherty, 2014). Nevertheless, many employers adopt
them for work purposes which is raising many societal concerns
(Hamblen, 2015). Despite that the use of wearable devices can
cause threats to users privacy, these devices bring benefits to
employers and individuals. Thus, there is always a trade-off
between risks associated with the use of such technology and per-
ceived benefits.

In this study, we address the above mentioned issues by
proposing a conceptual model that defines factors influencing
users’ intention to use wearable devices at the workplace. This
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model provides an understanding of the different factors that influ-
ence users’ intention to use wearable devices at the workplace
namely individuals’ privacy concerns regarding information and
additional factors such as risk, trust and perceived usefulness.
The paper is outlined as follows: next section presents literature
review. Next, the proposed model is introduced in Section 3 fol-
lowed by explanation of the data collection and analysis in Sections
4 and 5 respectively. Section 6 provides an overview of the
obtained results followed by a discussion in Section 7. Section 8
concludes the paper providing highlights on possible future work.
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Fig. 1. The proposed conceptual model (arrows represent direction of the effect).
2. Literature review

This study focuses on individuals’ behavioural intention to use
wearable devices at work. The effectiveness of wearable devices
in this context depends on the intended users’ acceptance and
actual use of the technology. Acceptance of technology has been
heavily researched in the literature offering many definitions
(Dillon and Morris, 1996; Elaklouk et al., 2015). Literature studies
in information systems have led to the development of several the-
oretical models in psychology, sociology and information systems
(Venkatesh et al., 2003). Currently, these theoretical models focus
mainly on the acceptance of technology in general. This research
is focused on the acceptance of wearable devices at the individual
level in organizations and understanding which theoretical charac-
teristics may be important in this process. The theoretical models
that explore the acceptance of technology in this area are the the-
ory of planned behaviour (Ajzen, 1985), the theory of reasoned
action (Fishbein and Ajzen, 1975) and the technology acceptance
model (Davis, 1989).

The Theory of Reasoned Action (TRA) attempts to explain the
relationship between a person’s attitude and behaviour in order
to make predictions about his or her actions. According to the
TRA (Fishbein and Ajzen, 1975), the intention of an individual is
predicted by two variables, namely the attitude and the subjective
norm. Technology acceptance model (TAM) (Davis, 1989), adapted
from the Theory of Reasoned Action (TRA), is one of the most
prominent in the area of technology acceptance models. The model
explains the acceptance of technology by measuring the intention
of individuals to use a technology, and determining factors that
could influence their decision (Davis, 1989; Fishbein and Ajzen,
1975). The Technology Acceptance Model (TAM) includes two
important factors to determine an individual’s intention or accep-
tance toward using a technology, namely perceived usefulness
(PU) and perceived ease of use (PEOU). Perceived usefulness is
defined by Davis (1989) as ‘‘the degree to which a person believes
that using a particular system would enhance his or her job perfor-
mance”, while perceived ease of use refers to ‘‘the degree to which
a person believes that using a particular system would be free of
effort”. According to the model, perceived usefulness affects an
individual’s attitude toward using a technology and also his or
her intention toward using the technology. Perceived ease of use
affects the perceived usefulness and has a direct influence on atti-
tude. TAM is helpful in predicting people’s acceptance of technol-
ogy at work, and it has become one of the most used technology
models in literature (Venkatesh et al., 2003).

The updated model, known as TAM2 (Venkatesh and Davis,
2000), added five factors, to the original model, that influence
PU. These factors are subjective norm, image, job relevance, output
quality and result demonstrability. The unified theory of accep-
tance and use of technology (Venkatesh et al., 2003) is an extension
of the original technology acceptance model. Venkatesh et al.
(2003) reviewed eight existing acceptance models, and concluded
that four main constructs influence a user’s intention of using an
information system: performance expectancy, effort expectancy,
social influence and facilitating conditions. Performance expec-
tancy is the degree to which an individual believes that a system
will help him or her improve his or her job performance. Effort
expectancy is similar to the perceived ease of use of the original
technology acceptance model; it is the degree to which a person
believes that using a particular system would be free of effort
(Davis, 1989). Social influence describes the individual’s belief that
other people will also use the system. Lastly, facilitating conditions
are the degree to which an individual believes that organizational
and technical infrastructure supports the use of the system. Finally,
in the model, the intention toward using a system is determined by
gender, age, experience and voluntariness.

3. The proposed conceptual model

Fig. 1 shows the proposed conceptual model with factors influ-
encing behavioural intention to use IoT wearable devices at work.
In the following, these factors are presented.

3.1. Concerns for information privacy (CFIP)

The growing influence of technology on daily life has caused
many concerns about privacy, particularly with regards to how
information is collected and transferred through the internet. Pri-
vacy is a multidisciplinary problem which was heavily discussed
by many scholars in the literature (Campbell, 1997; Clarke, 1999;
Fried, 1970; Mason, 1986; Parent, 1983; Warren and Brandeis,
1890; Westin, 1968). Clarke (1999) categorizes privacy into four
subtypes; physical, organisational, personal and data privacy. More
information on this can be found in (Clarke, 1999; Fried, 1970;
Parent, 1983). For most people privacy feels as a form of power,
to have full control over own personal information and life (Ali
Eldin and Wagenaar, 2007; Parker, 1973).

Privacy concerns used in this study are based on those devel-
oped by Smith et al. (1996) and are presented by concerns for col-
lection of personal information (Col), concerns for errors in
collected personal information (Err), concerns for unauthorized
secondary use (SE) and concerns for improper (unauthorized)
access to personal data (IA). According to Liu et al. (2005), users’
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privacy concerns also affect their trust in services being offered,
determining their behavioural intention toward using technology.
Users with high privacy concerns might doubt the trustworthiness
of wearable devices. For example, they are likely to worry about
their data being shared with other parties silently. Users with high
privacy concerns will have doubts regarding the use of the new
technology. Therefore, we expect that CFIP can have a negative
impact on their trust in wearable devices and hence on their inten-
sion to use the technology.

3.2. Risk

Given that this study focuses on the behavioural intention to
use a product, and that people continuously perceive risk when
evaluating products for purchase or adoption (Bauer, 1967), risk
is a vital concept that must be addressed. Risk is commonly a feel-
ing of uncertainty regarding possible negative consequences when
using a product or a service (Schaninger, 1976; Taylor, 1974). Risk
is a concept that involves uncertainty and consequences, and has
been defined as ‘‘a combination of uncertainty plus seriousness
of outcome involved” (Bauer, 1967). Peter and Ryan (1976) define
risk as the expectation of losses associated with a purchase and
they further note that it acts as an inhibitor to purchase behaviour.
More studies have defined risk as the expectation and importance
of losses (Mowen, 1992). There are five different types of losses:
financial, performance, physical, psychological and social. The
two major categories of risk identified in (Cunningham, 1964) are
performance and psychological. According to Cunningham
(1964), risk has six dimensions; performance, financial, opportu-
nity or time, safety, social and psychological loss (however, the
threat to privacy replaces safety in the modern context). Since this
research focus is on the ICT aspects, the research focus is on privacy
risks associated with security vulnerabilities and the leakage of
data.

3.3.Trust

According to TRA (Fishbein and Ajzen, 1975), users’ beliefs
affect their intentions. Thus, belief in trust will affect their beha-
vioural intentions. This study therefore focuses on trust as a vital
relationship concept. Trust has been defined heavily in the litera-
ture (Gefen et al., 2003; Mayer et al., 1995) where the relationship
between trust and information privacy concerns has been defined
in different ways (Bansal et al., 2008), but it is still slightly unclear
how the role of trust is related to concerns regarding privacy of
information. According to previous studies (Ali Eldin and
Wagenaar, 2004; Ali Eldin et al., 2004; Dinev and Hart, 2006), trust
can be seen as an important factor that influences behavioural
intention to use a technology and has a strong effect when com-
pared to information privacy concerns.

3.4. Ethics

People’s behavioural intentions and privacy concerns regarding
wearable devices can differ for each person. A study of moral or
ethical behaviour is therefore required to develop a better under-
standing of a person’s behavioural intention. Moral or ethical beha-
viour can refer to a wide range of behaviours; this behaviour
depends on the perception of individuals, which can differ from
person to another (Cole and Smith, 1996; Abdolmohammadi and
Baker, 2006). Generally, morality involves judgments of right or
wrong and encompasses consistent beliefs about human virtues
such as trustworthiness, honesty, respect for authority, sincerity,
and a regard for rules and laws (Lifton, 1985). People’s moral judg-
ment can vary from culture to culture or organization to another
(Aquino, 1998). In this study, morality will be defined as people’s
norms and values and using wearable devices would be seen as
taking risks that personal information will be collected. Individuals
who have concerns about this would logically have high privacy
concerns and therefore high morality. As a consequence, this will
have negative impact on their behavioural intention to use the
IoT wearable devices.
3.5. Perceived usefulness

The technology acceptance model (Davis, 1989; Davis et al.,
1989) suggests that customer adaptation behaviour is determined
by the intention to use a particular system, which, in turn, is deter-
mined by the perceived usefulness and ease of use of the system.
According to the TAM, perceived usefulness is the degree to which
a person believes that using a particular system would enhance his
or her job performance. The greater the perceived usefulness of
wearable devices, the more likely it is that they will be adopted.
Yu-Hui and Stuart (2007) and Yi et al. (2006) found that perceived
ease of use and perceived usefulness strongly affect behavioural
intentions. This study will, however, only focus on the perceived
usefulness of wearable devices, as the survey participants cannot
physically test the wearable devices for perceived ease of use but
can make an assumption about their usefulness on the basis of a
description.
4. Data collection

A survey was distributed amongst the employees of an IT con-
sulting company who are the potential users of wearable devices
in this organization. A total of 214 individuals were invited, of
which 76 completed the survey. The survey was delivered by e-
mail, which included a link to the company’s online tool. In the
e-mail, the respondents were informed that their responses would
be anonymous. All statements were answered, and there were no
missing values, as the survey could only be submitted if it was
filled in completely.

The online tool used to conduct the survey was the SharePoint
environment. This online tool can upload results to the statistical
software for analysis. The survey was developed to seek answers
to the statements regarding the factors that influence individuals’
behavioural intentions of using a wearable device at work. The sur-
vey first provides background information on the subject, which is
followed by a short scenario wherein the participant is asked to
imagine using a wearable device called the Google Glass and the
functions of this device are explained. To ensure that the state-
ments for this survey were as valid as possible, they were devel-
oped based on the work of scholars who conducted research in
relevant theoretical domains. Where possible, statements were
adapted from these researches and measured using a 7-point scale,
where 1 stands for ‘‘strongly disagree” and 7 stands for ‘‘strongly
agree”. The statements of the survey were presented in varying
orders. They were adapted from (Davis, 1989; Smith et al., 1996;
Jarvenpaa and Tractinsky, 1999; Stewart and Segars, 2002). Table 1
lists all of the research variables used in this survey.

In the interest of validity, items measuring privacy concerns
were assessed by the statements developed by (Smith et al.,
1996) and adapted to the context of this study. Examples of the
statements that were used include ‘‘it usually bothers me when
companies ask me for personal information” and ‘‘when people
give personal information to a company for some reason, the com-
pany should never use the information for any reason”. These con-
cerns are measured and analysed as to whether they have an effect
on behavioural intention and trust.

According to Stewart and Segars (2002), information privacy
concerns could influence the behavioural intentions of an



Table 1
List of research variables used in survey.

Variable Reference Statements/
Questions

Privacy concerns Smith et al. (1996) 13
Trust Jarvenpaa and Tractinsky (1999) 6
Risk Jarvenpaa and Tractinsky (1999) 4

Ethics Dinev and Hart (2006) 3
Perceived usefulness Davis (1989) 10
Behavioural intention Stewart and Segars (2002) 5
Demographics – 4
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individual. Therefore, to measure behavioural intentions, measure-
ment items were adapted to meet the requirements of this study.
Examples of the measured statements are ‘‘I would be willing to
use the Google Glass in the near future” and ‘‘once I have a Google
Glass, it is very likely that I will make use of it”. The measurement
items for trust and risk are adapted from the study of (Jarvenpaa
and Tractinsky, 1999) to this context. Examples of the statements
measured are ‘‘I trust that the company would keep my best inter-
ests in mind when dealing with my personal information” and ‘‘in
general, it would be risky to use the device”.

The perceived usefulness of the TAM is also measured. The
statements are adapted from (Davis, 1989). Examples of the state-
ments that are measured are ‘‘I believe the device will be useful in
my job” and ‘‘the device will make it easier to do my job”. The
socio-demographics factors for each respondent, such as age, gen-
der, and nationality, were also collected. Previous studies have
shown that the age of an individual can negatively influence con-
cerns regarding the privacy of information (Cho et al., 2009;
Malhotra et al., 2004; Zukowski and Brown, 2007). The gender of
an individual has been shown to influence concerns regarding pri-
vacy of information. According to Zukowski and Brown (2007),
females are more concerned than males about their personal infor-
mation and studies have also shown that females demonstrate
higher disposition to trust (Graeff and Harmon, 2002). An individ-
ual’s education is a factor that significantly influences concerns
regarding privacy negatively (Zukowski and Brown, 2007). This
study does not focus on data gathered from different countries;
however, culture is an important factor affecting information pri-
vacy concerns, which may result in differences in behaviour and
attitude towards privacy between citizens of different nations
(Cho et al., 2009; Dinev et al., 2013).

5. Data analysis

Two methods were used to analyse the collected data and to
model the relationship between the variables; these are the struc-
tural equation model (SEM) technique and Adaptive Neuro Fuzzy
Inference System (ANFIS). The partial least squares (PLS) path mod-
elling (Chin, 1998) was used which is a structural equation mod-
elling technique commonly used for testing theoretical
assumptions. The SPSS tool was used to analyse the descriptive
statistics, and SmartPLS (Ringle et al., 2015) was used to examine
the relationships between the variables using the PLS path mod-
elling approach. The steps followed are based on the PLS assess-
ment by (Henseler et al., 2009).

ANFIS (Jang, 1993) is used to create a predictive model that bet-
ter represents the relationships between the different factors
impacting behaviour intention. The ANFIS calculates the output
value based on five stages as follows.

Stage one: the fuzzy system maps the input variables to the cor-
responding fuzzy values. Assuming a number of input variables m
and a number of membership functions n, then applying the kth
rule as follows (k = 1,n):
if X1 ¼ X1k and X2 ¼ X2k . . . . . . :and . . .Xm ¼ Xnk

Then f k ¼
Xm

j¼1

qjk � Xj þ rj ð1Þ

Stage two: target weights are computed from rules firing rates
wk for each rule by the PROD operator:

wk ¼
Ym

j¼1

wj ð2Þ

Stage three: normalized weights wk are computed:

wk ¼ wkXm

k¼1
wk

ð3Þ

Stage four: the target f k is computed as:

f k ¼ wk � f k ð4Þ
Stage five: also known as the defuzzification phase is where the

final output is computed:

f ¼
Xm

k¼1

f k ð5Þ

Further, using a learning mechanism, the parameters qkj; rj are
adapted. The hybrid algorithm (Jang, 1993) is a common learning
mechanism and uses two ways; the forward pass and the back-
ward pass. In the forward hybrid algorithm, least square method
is used to compute the parameters in stage 4. The backward pass
propagates the errors backward and modifies the parameters using
gradient descent.

Matlab was used to generate membership functions type and
parameters that fit the dataset. To model the input variables, the
Gaussian membership function was used such that:

f ðX;r; cÞ ¼ e
�ðX�cÞ2

2r2 ð6Þ
where, c is the mean, X is the input, and o is the standard deviation.
Each input variable is mapped to a fuzzy input �X such that:

�X ¼
Xn

k¼1

lk � e
�ðX�ck Þ2

2r2
k ð7Þ

where m is membership value.

6. Results

This section presents the results of this study. The first subsec-
tion presents the descriptive statistics and discusses several statis-
tics regarding the mean responses of the questionnaires. The
second subsection evaluates the reliability and validity of the ques-
tions. The third subsection evaluates the relationships within the
proposed model. Finally, ANFIS results are presented.

6.1. Descriptive analysis

In total, about 88% males and 12% females completed the sur-
vey. In terms of age, 37% of the respondents were in the age range
of 45 to 54, and 25% were in the age range of 25–34. Finally, most
of the respondents were educated to the bachelor degree level or
higher.

6.2. Reliability and validity

In this subsection, the proposed model constructs are tested for
reliability and validity. In research using the Partial Least Square
(PLS) method, it is more relevant to look at Composite Reliability
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(CR) scores because Cronbach’s Alpha (Cronbach, 1951) tends to
underrate the reliability of the factors (Henseler et al., 2009). How-
ever, this study will show them both to reveal these differences
and strengthen the reliability of the measurements. Cronbach’s
Alpha and the Composite Reliability are generally accepted above
0.7 (Hair et al., 2011). To determine the validity, first the conver-
gent validity using the Average Variance Extracted (AVE) is con-
ducted. Convergent validity refers to the degree of correlation
among the construct items and validate that a factor is explained
by the observed construct items (Higgins and Thompson, 1995).
At least a value of 0.5 is required for sufficient convergent validity
(Higgins and Thompson, 1995). Cronbach’s Alpha, Composite Reli-
ability and Average Variance Extracted (AVE) can be found in
Table 2. Table 2 shows that all the requirements are met except
Cronbach’s Alpha value for the item SU.

Further data analysis was conducted to test the discriminant
validity using the Fornell-Larcker Criterion (Fornell and Larcker,
1981) which refers to the extent to which of the construct’s items
correlate with only one construct (Henseler et al., 2009). The
square root of each construct’s AVE should be greater than the cor-
relations with other constructs. Table 3 shows these values, where
the squared root is in bold. Additionally, Cross Loadings analysis
was conducted where each construct item should have greater
value than all of its cross loadings (Chin, 1998). Results obtained
show that the criteria for Cronbach’s Alpha, Composite Reliability,
Average Variance Extracted, Fornell-Larcker criterion and Cross
Loadings are met and hence all proposed constructs and items
can be considered as acceptable instruments for this research
(Fornell and Larcker, 1981).

6.3. Model predictability and statistical significance

The proposed model assumes that a number of factors can
predict behavioural intention to use IoT devices at the work-
Table 2
Cronbach’s alpha, Composite Reliability and Average Variance Extracted.

Constructs Cronbach’s
Alpha > 0.7

Composite
Reliability > 0.7

Average Variance
Extracted > 0.5

Concern for information
privacy (COL)

0.929 0.949 0.822

Concern for information
privacy (ERR)

0.853 0.898 0.692

Concern for information
privacy (IA)

0.750 0.855 0.667

Concern for information
privacy (SU)

0.558 0.818 0.692

Ethics (ETHICS) 0.761 0.857 0.669
Trust (TRU) 0.944 0.956 0.784
Risk (RSK) 0.852 0.900 0.692
Perceived

usefulness (PU)
0.963 0.967 0.746

Behavioural
intention (BI)

0.946 0.959 0.823

Table 3
Fornell-Larcker Criterion.

Fornell-Larcker Criterion BI COL ERR Ethics

BI 0.907
COL �0.199 0.906
ERR 0.203 �0.049 0.832
Ethics 0.278 �0.277 0.075 0.818
IA 0.010 0.051 0.365 �0.18
PU 0.578 �0.138 0.156 0.242
Risk �0.342 0.274 0.182 �0.51
SU �0.254 0.195 0.146 �0.15
Trust 0.347 �0.443 0.050 0.479

The square root of each construct’s AVE.
place. These factors are: perceived usefulness, ethics of use,
trust, concerns for information privacy (concerns regarding
errors in collected information, secondary purpose of use,
improper access and collection). The relationships explaining
how the influencing factors predict BI are modelled using Par-
tial Least Square (PLS) regression. The coefficient of determina-
tion (R-square), which measures the variance in the endogenous
variable that is explained by the observed exogenous variables
(Chin, 1998), will be used to test the model prediction accuracy.
For that, SmartPLS was used to build the PLS regression.
According to Chin (1998), the values of R-square are 0.67 for
substantial, 0.33 for moderate and 0.19 for weak path models.
The usual way to calculate the R-square for each dependent
variable is by using the formula:

R2 ¼ 1�
Pn

i¼1ðXi � YiÞ2
Pn

i¼1ðXi � �XÞ2
ð8Þ

where Yi represents the predicted value, Xi represents the actual
values, and �X is the mean.

In this study, the variance of BI has been calculated by taking
into account the combined effect of the various predictors. An R-
square value of 0.388 was found for BI. This means that the vari-
ables risk, trust, ethics, perceived usefulness and concerns for
information privacy explain 39% of the variances in the output
BI which can be considered as moderate. The other variables
are shown to have a weak path model. The next step includes
evaluating the path coefficients of the structural model, which
can be found in Fig. 2. These are also known as regression
weights. According to Cohen (1988), the effects of the path are
considered to be 0.02 for small, 0.15 for medium and 0.35 for
large. In this model perceived usefulness (0.447) has a large
effect on behavioural intention, and concerns for errors (0.161)
has a medium effect on behavioural intention. Looking at the
other variables, risk has a medium effect on concern for impro-
per access (0.266), collection (0.173), errors (0.307) and sec-
ondary use (0.304).

Table 4 shows the Pearson correlation coefficient (r) values
at 95% confidence levels. In this study, it was found that per-
ceived usefulness, Ethics and Trust showed statistically signif-
icant positive relationship with behaviour intention. Concerns
regarding errors showed weak positive correlation which is
not statistically significant. Concerns regarding secondary use,
data collection and improper access scored negative correla-
tion values which are not statistically significant. A bootstrap
procedure in SmartPLS has been performed to study the sta-
tistical significance of various path coefficients. The paths
coefficients are considered statistically significant if the
t-statistics give a value above 1.96. The following paths are
found statistically significant: PU? BI, Col? Trust, IA ? Trust,
Risk? Err, Risk? SU and Risk? IA. The other paths scored
below the t-statistic score 1.96 and are considered as not
statistically significant.
IA PU Risk SU Trust

9 0.817
0.016 0.864

6 0.298 �0.397 0.832
7 0.137 �0.252 0.307 0.832

�0.203 0.420 �0.554 �0.079 0.885



Fig. 2. Visual Illustration of the Relationship Model with Path Coefficients.

Table 4
Pearson Coefficient Correlation with Behavioural intention (BI).

PU ETHICS RISK TRUST IA SU ERR COL

r 0.558 0.287 �0.150 0.340 �0.042 �0.221 0.153 �0.217
P-value 0.0 0.012 0.196 0.003 0.718 0.055 0.0551 0.187

95% confidence level – two tailed.

Fig. 3. Visual Illustration of Effect of Trust and PU on BI.
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6.4. Using ANFIS

In this section, the properties of the ANFIS system that was gen-
erated for this study are shown. Matlab automatically generated
membership functions type and parameters that suits the dataset.
For each input variable, the Gaussian membership function was
selected. By using the training functionality in the ANFIS model,
the fuzzy output is fine-tuned to meet the dataset pattern. The
more data fed to the model, the more accurate it becomes to pre-
dict BI. The fuzzy system generated rules automatically. Fig. 3
shows that the higher the trust values, the higher the impact of
PU on BI starting from PU = 3.



Fig. 4. Mean Absolute Error of PLS vs ANFIS for 76 users.
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Fig. 4 shows mean absolute error (MAE) of the neuro-fuzzy sys-
tem compared to the partial least square method for the 76 partic-
ipants. It was noticed that the neuro-fuzzy has an overall MAE of
0.46 compared to PLS which scored MAE of 0.84. Besides, and by
using Weka data mining toolkit (Smith and Frank, 2016), both
algorithms recorded less error than different machine learning
algorithms such as the improved sequential minimal optimisation
(SMO) algorithm (Shevade et al., 2000) (MAE = 1.14) and the mul-
tilayer perceptron approach (MAE = 1.5). By calculating R-Square,
it was found that the applying the neuro-fuzzy approach on the
model has improved the predictability of BI from 0.39 to 0.64.

6.5. Precision and recall analysis

Performance of the neuro-fuzzy and the PLS models was evalu-
ated using a precision and recall analysis (Stehman, 1997). As pre-
viously mentioned, behaviour intention values range from 1 to 7
and can be summarized in two categories; willing to use IoT
devices (BI � 3.5) and not willing to use IoT devices (BI < 3.5).
The confusion matrix is shown in Table 5 while precision and recall
analysis parameters are shown in Table 6. From this analysis, it can
be seen that both data analysis methods showed good results
where the performance of the neuro-fuzzy outperforms that of
the PLS algorithm.

7. Discussion

This study attempted to identify the factors that influence an
individual’s behavioural intention (BI) to use an IOT wearable
device at the workplace. The reliability and validity of the proposed
model and relationships were tested using the partial least square
path modelling and the ANFIS approaches. The results presented in
the previous section displayed a moderate R-square value of 39%
Table 5
Confusion Matrix.

Algorithm

Predicted BI Willing ANFIS
Not willing
Willing PLS
Not willing

Table 6
Precision and Recall Analysis.

Precision Recall F-score TPR TNR

ANFIS 0.89 0.91 0.91 0.91 0.84
PLS 0.81 0.73 0.77 0.73 0.74
with regards to the behavioural intention of using a wearable
device at the workplace, which is common in studies that attempt
to predict human behaviour (Macdonell, 2010). We noticed that
after applying the ANFIS model, the proposed model predictability
increased to 64%.

The path coefficients related to privacy concerns, ERR? BI,
SU? BI, IA? BI, Col? BI, which are depicted in Fig. 2, include
two negative path coefficients. The negative path coefficient,
Col? BI, indicates that higher levels of concerns regarding
collection correspond to lower values for the behavioural intention
of using a wearable device. This is because individuals are
concerned that companies collect too much sensitive information.
This negative effect on the behavioural intention of individuals
confirms findings in (Dinev and Hart, 2006; Malhotra et al.,
2004). In addition, the path coefficient of �0.045 is, according to
Cohen (1988), considered small, which means that, in this study,
the privacy concern regarding collection did not have a real effect
on the behavioural intention of using a wearable device at the
workplace. Secondly, the negative coefficient for SU ? BI means
that higher levels of individuals’ concerns regarding unauthorized
secondary use lead to lower levels of behavioural intention. Indi-
viduals are concerned that personal information might be used
for purposes other than those mentioned. This finding goes in line
with findings in (Dinev and Hart, 2006; Malhotra et al., 2004). The
positive path coefficient Err? BI means that concerns regarding
errors or lack of accurate data about users do not negatively influ-
ence the behavioural intention of using a wearable device as this
reduces their concerns on privacy. The path coefficient of improper
access and behavioural intention was 0.010, which can be ignored.

Although it was expected that the concerns individuals have
regarding privacy would affect their behavioural intention of using
wearable devices at the workplace, the results in this study indi-
cate that it is not one of people’s main considerations when it
comes to using these devices at work. One of the main reasons that
this concern did not affect the behavioural intention could be
because people tend to be less conservative with regards to their
privacy when they are at work. This conclusion confirms the result
of a study on the usage of location based services by Ali Eldin
(2006). Another reason is that the majority of participants were
males (88%) who are generally less concerned about privacy than
female participants which goes in line with the results of
Zukowski and Brown (2007). Nevertheless, using IoT wearable
devices in different contexts such as healthcare can raise more con-
cerns on users’ privacy (Yiwen et al., 2015).

It was noticed that concerns regarding collection and improper
access have a negative impact on perceived trust. This means that
individuals with high levels of concerns regarding collection of
information and improper access to the collected data show little
trust in the employer offering wearable technology. However, con-
cerns regarding errors (data accuracy) does not affect individuals’
Actual BI of 76 users

Willing to use IOT (45) Not willing to use IOT (31)

41 True Positive (TP) 5 False Positive (FP)
4 False Negative (FN) 26 True Negative (TN)
33 True Positive (TP) 8 False Positive (FP)
12 False Negative (FN) 23 True Negative (TN)

PPV NPV FNR FPR FDR FOR ACC.

0.89 0.87 0.09 0.16 0.11 0.13 0.88
0.81 0.66 0.27 0.26 0.20 0.35 0.74
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trust towards their employer. It has a small positive impact on
trust, which means despite the higher the concern regarding data
accuracy, the confidence in the company remains. The path
between concerns regarding unauthorized secondary use and trust
has a path coefficient of 0.030, which is very close to zero. It can be
concluded that, in this study, unauthorized secondary use concerns
had no effect on perceived trust.

Individuals who believe that companies are trustworthy when it
comes to handling information demonstrate a higher behavioural
intention of using a wearable device. It seems obvious that increas-
ing trust will result in an increased likelihood of an employee using
a wearable device. Studies that have investigated trust in general
and its effect on behavioural intention confirm that it indeed can
have a positive effect on behavioural intention (Gefen, 2000;
Morawczynski and Miscione, 2008) but in another study on trust
impact on consumer behaviour by (Dierks, 2007), it was found that
effect of trust was considerably low in normal or safe contexts. In
this study, trust was found to play an intermediate role between
behaviour intention and some concerns for information privacy
(improper access and information collection) which is close to find-
ings obtained by Esmaili et al. (2011). Further, trust was found to
have rather weak positive correlation (0.33) which is statistically
significant. However, results from the PLS regression show that
the path trust? BI is rather weak and trust is not an important pre-
dictor of BI in this study. This results confirms the findings of
(Dierks, 2007) that trust plays a marginal effect on consumer beha-
viour in normal and safe contexts but in critical situations, such as
food or healthcare related, its effect will become important.

Individuals who believe that it would be risky to use a wearable
device have high privacy concerns regarding collection, errors, sec-
ondary use and improper access. Individuals who consider wear-
able devices risky or unsafe have a low behavioural intention of
using them. Risk determines intention, and as the risk increases,
the behavioural intention of using a wearable decreases. Previous
research confirms that reducing risk strongly affects the beha-
vioural intention of using a technology (Chen, 2008). In this study,
risk was found to have a medium negative effect on behaviour
intention which is not statistically significant. Risk influence was
not found high enough as expected because participants in the sur-
vey are already familiar with the technology and can behave sim-
ilar to actual users and not potential users. Usually potential users
of a technology would have more uncertainties around the use of
such new technology leading to financial, performance and privacy
risks as was concluded by Yang et al. (2016).

Individuals who find the wearable device useful in their job
have a greater tendency to use a wearable device. In this study,
perceived usefulness, which originates from the TAM (Davis
et al., 1989), is the most important variable in influencing beha-
vioural intention to use IoT devices at work. People have a higher
likelihood of using a wearable device when they find the device
useful and likely to improve their performance. This study con-
firms the conclusion of Venkatesh and Davis (2000) that it has a
positive effect on behavioural intention. The results of this study
indicate that individuals who have greater interest in obtaining
services or information have fewer privacy concerns regarding col-
lection, unauthorized secondary use and improper access.

Overall, the t-statistics of the variables in this study, which indi-
cate the certainty of a difference or connection, were considerably
low. These relationships could be identified if a larger study were
to be conducted. Previous research proved that these variables
are important in determining the behavioural intention of individ-
uals (Fishbein and Ajzen, 1975; Malhotra et al., 2004); however, in
this study, there was little significant effect. This does not mean
that these variables are not important as it is possible that further
research with a different or larger population could produce a sig-
nificant result.
8. Conclusion

The main dependent variable or output in this study is the
behavioural intention of an individual to use IoT wearable devices
at the workplace and the aim of this study was to identify which
factors can predict this dependent variable. The results indicate
that 39% of the variance in the output can be accounted for the fac-
tors in the conceptual model proposed in this study. It was shown
that this percentage could be improved using the ANFIS approach.
Further in this study, perceived usefulness had strong significant
positive relationship with behaviour intention. The individuals,
surveyed in this study, are more likely to use a wearable device
at the workplace once they believe that it will improve their per-
formance and increase their productivity.

This study did not find statistically significant relationship
between privacy concerns and behaviour intention of using a
wearable device at work. Additionally, it was not found that per-
ceived risk can significantly predict behavioural intention. Besides,
trust and concerns regarding ethics were found to have statistically
significant positive relationship with behaviour intention but is
rather weak. Further, trust was not found to be an important pre-
dictor of behaviour intention in this study. This shows the com-
plexity in the relationships amongst the different factors being
studied. This result can firstly be explained by the fact that this
study was amongst ICT professionals who can be considered as
actual users and not really potential users. Besides, the study was
not on specific wearable devices nor focused on certain critical
domains like healthcare but rather on a less privacy sensitive con-
text which is the workplace. Furthermore, majority of the respon-
dents showed positive intention to use the devices and perceived
these devices as useful at work.

Perceived usefulness was found to be an important predictor of
behavioural intention. It was found that a significant relationship
between some privacy concerns and trust exists. In addition, signif-
icant relationship between risk and some privacy concerns was
found meaning that individuals’ with high perceived risk towards
the use of wearable devices would have high privacy concerns.

There are several opportunities for further research. The popu-
lation of this study showed many similarities in gender, age, edu-
cation and nationality. More specifically, the participants were
mainly educated males from the Netherlands. It is therefore possi-
ble that a study with another sample will present different find-
ings, for example when looking at different cultures. As this
study was conducted within a specific organization, further studies
should be conducted at different organizations before one can gen-
eralize the results obtained in this paper. Besides, future research
could examine the perspectives of different cultures, corporate
and societal, and involve a greater number of respondents. Future
research could also perform multi-group analyses to examine
whether the control variables have effects on the path of the
model.
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